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Abstract

This paper aims to analyse the role of public intelligence as a strategic tool in modern conflicts, focusing on its use during the Russo-
Ukrainian war. It employs a qualitative research design, combining comparative case analysis and document analysis to examine the 
role of public intelligence as a strategic tool in the Ukraine War. The primary data sources include declassified intelligence reports, 
official government statements, media coverage, and academic literature on intelligence disclosure and strategic communication. The 
findings of this study indicate that public intelligence disclosure in the Ukraine War has been highly effective in countering Russian 
disinformation and strengthening diplomatic cohesion among Western allies. Unlike previous conflicts, intelligence transparency played 
a crucial role in shaping global narratives and mobilising international support. However, its deterrence value remains uncertain, as 
intelligence disclosures did not prevent Russia’s full-scale invasion. The findings of this paper highlight how intelligence dissemination 
has shifted from classified circles to a public tool of strategic statecraft. The Ukraine War marked a departure from traditional 
intelligence practices, as the United States and the United Kingdom used real-time declassification to counter Russian disinformation, 
unify allies, and shape global opinion. This shift underscores both opportunities and limitations, as intelligence transparency did not 
deter Russia’s invasion. Public intelligence disclosures proved effective in neutralising misinformation and influencing diplomatic 
responses. Intelligence disclosure also had diplomatic ramifications. While it helped rally allies, initial scepticism from Germany and 
France revealed lingering distrust due to past intelligence failures.
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Introduction 

The role of intelligence in shaping foreign policy has evolved significantly in the 
 modern era, transitioning from a primarily covert function to a tool for public 

diplomacy and strategic influence. The Russian invasion of Ukraine in 2022 marked 
a pivotal moment in this transformation, as Western states—most notably the United 
States and the United Kingdom—adopted an unprecedented approach: declassifying 
and disseminating intelligence to the public in real-time. Unlike past conflicts where 
intelligence remained confined to policymakers and security communities, the Ukraine 
War demonstrated how intelligence disclosures could serve as a deterrence mechanism, 
counter- narrative and instrument of diplomatic pressure (Dylan and Maguire, 2022). 
Such strategic disclosure aligns with Rovner’s (2015) analysis of intelligence politicisation, 
emphasising how intelligence dissemination is strategically managed to influence both 
policy outcomes and public perceptions. This practice, which some have labelled “public 
intelligence” (Dylan and Maguire, 2022; Huminski, 2023; Schwartz and Sevastopulo, 
2022; Scott and Jackson, 2004; Zegart, 2022), has redefined the traditional boundaries of 
intelligence use, raising critical questions about its implications for international relations 
and security studies. 

Intelligence is conventionally understood as the systematic collection, analysis, and dis-
semination of information to support national security objectives (Collins, 2019; Scott 
and Jackson, 2004). However, the Ukraine case presents a unique manifestation of public 
intelligence, defined as the deliberate release of declassified intelligence to influence pub-
lic opinion, deter adversaries, and shape diplomatic discourse (Gustafson et al., 2024; 
Schwartz and Sevastopulo, 2022; Shaaban Abdalla et al., 2022). This approach departs 
from the traditional secrecy of intelligence operations. It aligns with the broader concept 
of strategic intelligence (Huminski, 2023), which involves using intelligence to shape 
long-term policy goals and international behaviour (Meijer and Brooks, 2021). Unlike 
past instances, such as the 2002–2003 Iraq War, where intelligence was selectively dis-
closed to justify military intervention (Zarefsky, 2007), the Ukraine War exemplifies a 
new paradigm wherein intelligence disclosures are used proactively to counter disinforma-
tion and pre-empt adversarial narratives (Schwartz and Sevastopulo, 2022).

Despite the growing recognition of public intelligence as a foreign policy tool, significant 
gaps remain in the academic literature. This paper strengthens the literature by integrating 
both historical and contemporary contributions, including overlooked aspects of dem-
ocratic resilience and the role of societal actors in intelligence communication. While 
research has extensively examined intelligence failures (Kessler, 2019), disinformation tac-
tics (Khaldarova and Pantti, 2019), and the role of intelligence in war (Sutherland, 2020), 
there is limited scholarly analysis on the real-time use of public intelligence in modern 
conflicts. Existing studies primarily focus on intelligence-sharing within alliances (Harris 
and Sonne, 2021) or its role in shaping diplomatic strategies (Carnegie and Carson, 
2020). However, there is a need for a comprehensive assessment of how states strategi-
cally employ intelligence for public consumption and the extent to which this practice 
influences adversarial behaviour, allied cohesion, and global public opinion (Dylan and 
Maguire, 2022).

This study aims to address the above research gap by analysing the use of public intelli-
gence as a strategic tool in the Ukraine War and evaluating its effectiveness in deterring 
aggression, countering disinformation, and shaping foreign policy discourse. It adopts a 
comparative interpretive approach by examining not only the Ukraine case but also the 
2003 Iraq War and Israel’s conflict with Hamas, highlighting variations in how public dis-
closure functions as a deterrence tool, an instrument of persuasion, anda narrative control 
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mechanism. This qualitative, theory-informed synthesis contributes conceptually by iden-
tifying the conditions under which public intelligence proves effective or counterproduc-
tive in shaping international responses. Through this analysis, the study offers a nuanced 
understanding of how intelligence disclosure strategies have evolved and the risks associ-
ated with their implementation. It assesses whether the Ukraine model represents a new 
norm in geopolitical conflict or remains an exception dictated by unique circumstances.

Declassified intelligence and strategic diplomacy

The intersection of intelligence and foreign policy has been historically characterised 
by secrecy, discretion, and highly classified decision-making processes. However, 

the Russo-Ukrainian war has highlighted a paradigm shift, with the United States and 
the United Kingdom leveraging public intelligence to shape narratives, counter misin-
formation, and apply diplomatic pressure. The existing research has demonstrated that 
intelligence disclosure can effectively counter disinformation and enhance strategic com-
munication in modern conflicts. The declassification of intelligence before Russia invaded 
Ukraine serves as a unique example of intelligence being employed for real-time strategic 
communication, significantly influencing public discourse (Schwartz and Sevastopulo, 
2022). Unlike conventional intelligence-sharing, which is restricted to policymakers, 
intelligence-led communication is disseminated through both traditional and social media 
platforms, shaping global public opinion and altering diplomatic alignments (Dylan and 
Maguire, 2022; Gustafson et al., 2024; Huminski, 2023; Shaaban Abdalla et al., 2022). 
This shift has expanded the function of intelligence beyond traditional military applica-
tions, positioning it as an instrument of public diplomacy (Pinkus, 2014).

Studies on intelligence dissemination reveal that the pre-emptive release of intelligence 
reports during the Ukraine conflict prevented Russian disinformation from taking hold 
as effectively as in previous conflicts. The study by the Royal United Services Institute 
(RUSI) on the “Ukraine model” of intelligence disclosure underscores the unprecedented 
nature of this approach and highlights that the model was effective in countering Russian 
disinformation, thereby altering diplomatic responses and foreign policy strategies sig-
nificantly (Duffield, 2023). This aligns with the findings from intelligence analysts who 
have argued that misinformation can be neutralised when confronted with timely and 
transparent counterintelligence (Jonsson, 2024). Furthermore, research suggests that the 
effectiveness of intelligence disclosures is influenced by the adversary’s ability to adapt to 
strategic transparency, as seen in the ongoing Russo-Ukrainian conflict, where intelligence 
disclosures disrupted Russian military strategies and limited their operational flexibility 
(Huminski, 2023). Additionally, intelligence warnings and their impact on the Ukraine 
War have been analysed, showing that while intelligence disclosures did not prevent the 
invasion, they successfully undermined Russian justifications and strengthened Western 
support for Ukraine (Holmgren, 2024).

The effectiveness of intelligence disclosure in diplomacy is also widely debated in aca-
demic literature. Scholars have noted that the use of declassified intelligence to pressure 
allies into aligning with strategic objectives was evident during the prelude to the Ukraine 
War, when the United States and the United Kingdom used intelligence briefings to shift 
European perspectives on the inevitability of war (Michaels, 2024; Von Der Burchard and 
Herszenhorn, 2022). By publicising intelligence assessments, the United States and the 
United Kingdom sought to compel reluctant allies to acknowledge the inevitability of a 
Russian invasion and take pre-emptive actions (Dettmer, 2022; Schwartz and Sevastopulo, 
2022). The use of intelligence disclosure as a diplomatic tool was further highlighted in a 
study on intelligence operations in Germany, which examined how external experts had 
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warned about the invasion but struggled to shift political and strategic priorities in time 
(Michaels, 2024). Historical comparisons have been made with the Bush administration’s 
approach in leveraging intelligence to justify the Iraq War: intelligence was selectively 
declassified to secure international support, leading to long-term scepticism of intelli-
gence-sharing among European allies (Barnes, 2020; Collins, 2019). This demonstrates 
that while intelligence disclosure can be an effective tool for coalition-building, its credi-
bility depends on the accuracy of the information and the historical trust between intel-
ligence-sharing partners.

Despite its effectiveness in shaping international narratives, intelligence disclosure carries 
inherent risks. Studies on intelligence failures highlight that selective declassification can 
undermine long-term credibility, with the case of Iraq serving as a cautionary tale demon-
strating how intelligence manipulation can erode trust in state institutions (Carnegie and 
Carson, 2020; Hedley, 2005; Jensen, 2012). This scepticism was further compounded by 
the inconsistencies in intelligence assessments regarding Russian troop movements, which 
some European policymakers initially dismissed as exaggerated (De La Baume, 2022). 
Furthermore, research on Swedish intelligence has shown that intelligence failures are 
often a product of deeply ingrained institutional assumptions, as seen in Sweden’s mis-
judgement of Russia’s military intentions before the invasion (Jonsson, 2024). Researchers 
have also raised concern regarding the possibility of intelligence disclosure strategies hav-
ing unintended diplomatic consequences, as states with different national security cul-
tures may be reluctant to engage in public intelligence-sharing (Phythian, 2013; Buluc, 
Radu and Bogzeanu, 2025), as seen in the German and French responses to the Ukraine 
issue (Michaels, 2024). Intelligence disclosures also run the risk of providing adversaries 
with operational insights, making the “Ukraine model” a case-specific strategy that may 
not be applicable to all conflicts (Duffield, 2023). Additionally, studies have suggested 
that the long-term impact of intelligence disclosure on trust between intelligence agencies 
and policymakers remains unclear, as the repeated use of intelligence for public persuasion 
may diminish its strategic value over time (Shaaban Abdalla et al., 2022).

The use of public intelligence in the Ukraine War has significant implications for intel-
ligence studies and international relations theory. Some scholars argue that it marks 
the emergence of a “new paradigm” in intelligence operations, where real-time intelli-
gence-sharing becomes a core element of strategic statecraft (Schwartz and Sevastopulo, 
2022). Others caution that this model remains an exception, rather than the rule, empha-
sising the importance of contextual and geopolitical factors in determining the viabil-
ity of intelligence disclosure strategies (Maguire, 2015). The challenges of applying this 
model beyond the Ukrainian context are evident in the case of Israel’s war against Hamas, 
where intelligence disclosure was significantly less frequent, illustrating that public intelli-
gence-sharing is not universally effective in all conflicts (Duffield, 2023). 

As technological advancements continue to shape the information landscape, the role 
of intelligence in international conflicts will likely evolve, with open-source intelligence 
(OSINT) and Artificial Intelligence (AI)-driven analysis becoming increasingly central to 
intelligence operations (Janssen, 2012). Moreover, advances in data analytics and machine 
learning are facilitating the ability of intelligence agencies to process and disseminate 
information more rapidly, potentially increasing the effectiveness of intelligence-led stra-
tegic communication. However, the ethical and legal dimensions of these practices remain 
contested, particularly concerning data privacy and the manipulation of intelligence for 
political objectives (Shaaban Abdalla et al., 2022). These issues highlight the need for 
continuous examination of how intelligence disclosure interacts with broader security and 
diplomatic frameworks.
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The Russo-Ukrainian war underscores the growing role of intelligence as a public- facing 
tool of statecraft. The strategic declassification of intelligence by the United States and the 
United Kingdom not only countered Russian disinformation but also influenced diplo-
matic responses and shaped international perceptions of the conflict. While intelligence 
disclosure has proven effective in this context, its broader applicability remains contro-
versial. Future research should explore the long-term implications of this approach, par-
ticularly in conflicts where intelligence manipulation is more ambiguous. Additionally, 
scholars should examine whether intelligence disclosure can be sustained without dimin-
ishing its strategic efficacy. Ultimately, the case of Ukraine signals a shift in the intelli-
gence landscape, one that necessitates a re-evaluation of traditional intelligence paradigms 
within international relations, emphasising the need for transparency, credibility, and 
adaptability in modern intelligence practices.

Intelligence warnings and strategic disclosures

The initial indications of Russian troop activities, first detected through military 
exercises, were closely monitored by Western intelligence services throughout 2021 

(Brown, 2022; Corera, 2022; Harris and Sonne, 2021). By late 2021, intelligence ana-
lysts observed a sustained Russian military build-up along Ukraine’s borders, prompting 
heightened concerns among European nations and the United States. The scale and stra-
tegic nature of this deployment suggested a level of preparation that far exceeded standard 
military exercises, leading analysts to warn of potential offensive operations (Duffield, 
2023). In April 2022, Russia announced a withdrawal of its forces, yet intelligence assess-
ments revealed that the troop presence remained substantial, reinforcing suspicions of 
an impending invasion (Jonsson, 2024). Secretary of State Antony Blinken, speaking at 
NATO headquarters, emphasised the gravity of the situation: “We are witnessing the most 
substantial concentration of Russian forces along Ukraine’s borders since 2014” (Harris 
and Sonne, 2021). Media reports corroborated this analysis, indicating that the number 
of Russian troops amassed at that time exceeded the forces involved in the annexation of 
Crimea in 2014 (Holmgren, 2024; Winter-Levy, 2024).

The first formal intelligence disclosures from the United States emerged in December 
2021, warning of an imminent Russian military offensive against Ukraine, expected 
in early 2022. The Washington Post was among the first media outlets to publish intel-
ligence-based findings, releasing documents that included satellite imagery display-
ing the positioning and scale of Russian troop deployments (Harris and Sonne, 2021). 
Intelligence sources estimated that Russia had positioned approximately 175,000 troops 
along the Ukrainian border, signalling a large-scale invasion plan (Jonsson, 2024). By 
late January 2022, British intelligence concluded that Moscow intended to orchestrate a 
regime change in Kyiv and install a pro-Russian government. British Prime Minister Boris 
Johnson, addressing Parliament, cited declassified intelligence that revealed Russian plans 
involving cyberattacks, false flag operations, and the spread of disinformation to justify 
military intervention (Duffield, 2023; Murauskaite, 2024). Simultaneously, the US intel-
ligence uncovered evidence of Russian efforts to dispatch saboteurs to eastern Ukraine to 
fabricate incidents that could serve as a pretext for war (Duffield, 2023). 

In early January 2022, the US officials obtained further intelligence indicating that Russia 
was preparing staged attacks, reinforcing concerns that Moscow sought to manufacture 
a casus belli for its invasion (Nakashima et al., 2022). By early February 2022, White 
House National Security Adviser Jake Sullivan confirmed that Russia had amassed suffi-
cient forces to conduct a full-scale invasion, including the capability to seize Kyiv. Given 
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the reliability of these assessments, Sullivan urged all US citizens to leave Ukraine within 
48 hours, highlighting the urgency of the intelligence findings (Holmgren, 2024).

The strategic use of intelligence disclosure did not cease with the onset of the war; rather, 
it evolved into a sustained practice of real-time intelligence-sharing by the United States 
and the United Kingdom. These disclosures were systematically used to counter Russian 
disinformation, influence public opinion, and reinforce international diplomatic cohesion 
(Duffield, 2023). The war in Ukraine marked the first instance of Western intelligence ser-
vices engaging in daily public releases of declassified intelligence, which detailed battlefield 
developments, military deployments, and Russian operational strategies (Jonsson, 2024). 
This practice, often referred to as “Twitter intelligence” (Nee, 2025), represents an unprec-
edented shift in the intelligence landscape, where real-time intelligence updates were dis-
seminated through digital platforms to reach domestic and global audiences. Traditionally, 
intelligence is a closely guarded asset, shared only with allied states under strict security 
protocols. However, in the context of the Ukraine War, the deliberate and systematic 
declassification of intelligence reshaped strategic communication, allowing allied nations 
and the international public to access real-time operational data (Holmgren, 2024).

For instance, Richard Moore, Director of the British Intelligence Agency MI6, actively 
engaged in public intelligence disclosure, using his Twitter account to share updates from 
the UK Ministry of Defence. In one instance, he noted that “Russia is running out of 
steam,” signalling a shift in the war’s trajectory (Moore, 2022a). Similarly, William Burns, 
Director of the US Central Intelligence Agency (CIA), publicly disclosed assessments 
regarding Russian military casualties, reinforcing Western narratives of Russian strategic 
miscalculations (Stewart, 2022). This public-facing intelligence strategy not only coun-
tered Russian state propaganda but also played a crucial role in shaping international 
diplomatic responses and maintaining allied unity (Duffield, 2023). While this approach 
has been largely effective in the context of Ukraine, analysts caution that its applicability 
in future conflicts remains uncertain. The long-term implications of sustained intelligence 
disclosure, particularly its impact on trust between intelligence agencies and policymak-
ers, continue to be debated in intelligence and security studies (Gustafson et al., 2024; 
Shaaban Abdalla et al., 2022).

Public intelligence as deterrence, pressure, and 
counter-narrative

The use of public intelligence in the Ukraine–Russia conflict was driven by three pri-
mary strategic objectives: deterrence, diplomatic pressure, and countering disinfor-

mation. According to Riemer (2022), intelligence disclosure functions performatively to 
reinforce diplomatic narratives and strategically influence international agendas, demon-
strating its critical role in modern geopolitical strategies. It marks a departure from tra-
ditional intelligence operations, shifting towards a proactive and public-facing strategy 
designed to shape global narratives and influence international decision- making (Duffield, 
2023). The disclosure of intelligence by the United States and the United Kingdom exem-
plifies a broader shift in intelligence doctrine, leveraging transparency as a tool for stra-
tegic influence, rather than relying solely on covert intelligence operations (Holmgren, 
2024; Huminski, 2023). The conflict in Ukraine underscores the role of intelligence not 
just as a tool for decision-makers but also as an instrument of diplomacy, public engage-
ment, and information warfare (Jonsson, 2024).

One of the key rationales behind the intelligence disclosure was to deter Russian aggres-
sion by exposing military preparations, thereby increasing the political and strategic costs 
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of the invasion. The premise was that by revealing Russia’s troop movements, military 
build-ups, and planned false flag operations, the West could instil doubt within Russian 
leadership and deter the Kremlin from proceeding with its plans (Riemer, 2022; Shaaban 
Abdalla et al., 2022). In February 2022, just days before the invasion, US President Joe 
Biden publicly stated that intelligence disclosures were intended to undermine Russia’s 
justifications for war and remove plausible deniability (Holmgren, 2024). British intel-
ligence chief Richard Moore echoed this sentiment, emphasising that the exposure of 
Russian military planning demonstrated the premeditated nature of the aggression, coun-
tering Moscow’s disinformation narratives (Moore, 2022b). Intelligence disclosures in the 
months leading up to the war represent one of the most aggressive intelligence-sharing 
campaigns by the West since the Cuban missile crisis (Riemer, 2022).

However, the events following 24 February 2022 suggest that public intelligence was insuf-
ficient as a deterrent. Despite extensive disclosures, Russian leadership proceeded with the 
invasion, indicating that either deterrence through transparency failed or Moscow had 
already resolved to pursue military action regardless of external signals (Jonsson, 2024; 
Nakashima et al., 2022). The Russian intelligence community was likely well aware of the 
US and UK penetrations of its decision-making structures but calculated that disinforma-
tion and strategic denial would mitigate the resulting impact (Huminski, 2023). Future 
analyses of Russian decision-making processes may provide further insight into whether 
intelligence disclosures influenced Kremlin’s calculations at any stage. Nevertheless, the 
failure of intelligence-based deterrence in Ukraine raises critical questions about the effec-
tiveness of the strategy in conflicts where adversaries are committed to offensive action 
regardless of external pressures (Dylan and Maguire, 2022).

Beyond deterrence, intelligence disclosure served as a means to exert pressure on Western 
allies, particularly France and Germany, which initially hesitated to take strong action 
against Russia (Michaels, 2024; Von Der Burchard and Herszenhorn, 2022). The US and 
British intelligence agencies frequently released reports on Russian troop movements and 
strategic intentions, aiming to galvanise European support for a unified response. German 
Chancellor Olaf Scholz, for example, initially sought a diplomatic reset with Moscow 
and emphasised the importance of maintaining dialogue with Russian President Vladimir 
Putin (Dettmer, 2022). However, as intelligence disclosures intensified, highlighting 
Russia’s military build-up and aggressive posture, European scepticism began to erode, 
leading to a gradual alignment with the US and UK positions (De La Baume, 2022).

A key divergence between intelligence strategies among Western allies is evident in the 
differing approaches of France and Germany, compared to those of the United States 
and the United Kingdom. While the latter engaged in daily public disclosures, France 
and Germany refrained from such measures, primarily due to their national security doc-
trines, which did not view Russia as the foremost threat before the invasion (Marleku, 
2022; Meijer and Brooks, 2021). Another case of intelligence failure in the lead-up to the 
war is that of Sweden. Swedish intelligence initially underestimated Russia’s willingness 
to launch a full-scale invasion, illustrating the broader difficulty of predicting strategic 
intent. The intelligence misjudgement by France’s Directorate of Military Intelligence 
(DRM) further underscores this challenge, culminating in the resignation of its chief, 
General Eric Vidaud after the agency failed to anticipate the full-scale invasion (Jonsson, 
2024).

A crucial function of intelligence disclosure in the Ukraine War is countering Russian 
disinformation campaigns. Russia has employed hybrid warfare tactics for long, leveraging 
state-controlled media, social networks, and intelligence agencies to propagate misleading 
narratives and justify military aggression (Davies, 2024; Khaldarova and Pantti, 2019; 
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Marleku and Aliu, 2023; Marleku and Belaj, 2023; Marleku and Belaj, 2025 Marleku and 
Llalloshi, 2024). Western intelligence agencies sought to neutralise these efforts by proac-
tively releasing intelligence that pre-emptively debunked Russian claims, thereby shaping 
global public opinion and fortifying allied resolve (Huminski, 2023).

The strategic goal was to expose and delegitimise Russia’s justifications for war, particu-
larly its false narratives about threats from NATO and Ukraine’s alleged provocations. 
This approach aligns with the “narrative superiority” concept, wherein a state seeks to 
control the information space by consistently presenting a fact-based, authoritative 
counter- narrative. The daily US and British intelligence briefings aimed to flood the infor-
mation sphere with accurate, verifiable data to challenge Russian propaganda (Duffield, 
2023). The extent of Western intelligence disclosures is unparalleled, using Open-Source 
Intelligence (OSINT) and strategic intelligence leaks to dismantle Russian efforts to con-
trol the narrative systematically (Holmgren, 2024; Jonsson, 2024).

While public intelligence proved effective in shaping diplomatic responses and countering 
Russian disinformation, its implementation faced notable challenges. The success of this 
approach relies on precise coordination, timely dissemination, and the credibility of the 
released information (Shaaban Abdalla et al., 2022). If executed poorly, intelligence dis-
closures risk backfiring, either by undermining trust in intelligence sources or by failing 
to sway sceptical audiences (Schwartz and Sevastopulo, 2022). The challenge of sustain-
ing credibility is particularly evident in cases where intelligence assessments were later 
contradicted by battlefield developments, raising concerns about the long-term viability 
of public intelligence as a strategic tool (Huminski, 2023). Additionally, the repeated 
exposure of intelligence may diminish its effectiveness over time, as adversaries adapt their 
countermeasures to limit vulnerabilities (Duffield, 2023).

Ultimately, the Ukraine War demonstrated the benefits and pitfalls of public intelligence 
as a tool of modern statecraft. While it successfully countered Russian propaganda and 
strengthened Western diplomatic cohesion, it failed as a deterrence mechanism. Whether 
this approach becomes a staple of future conflicts or remains an exception dictated by the 
specific conditions of the Ukraine War remains an open question (Dylan and Maguire, 
2022). As intelligence agencies refine their strategies, the balance between secrecy and 
transparency will continue to shape the evolving landscape of international security and 
strategic communication (Duffield, 2023; Jonsson, 2024).

Risks and rewards of public intelligence: insights 
from Iraq, Ukraine, and Israel

Implementing real-time declassified intelligence as a strategic tool presents inherent 
challenges (Carnegie and Carson, 2020). Using intelligence disclosures to deter adver-

saries, counter disinformation, and shape diplomatic narratives carries significant risks, 
particularly in contexts where intelligence credibility has been previously compromised. 
These risks can dissuade states from adopting this approach and depend on several fac-
tors, including the nature of the intelligence being released, the sensitivity of the geo-
political event, the distribution method, and the government’s ability to manage such 
disclosures effectively (Duffield, 2023; Dylan and Maguire, 2022). The Russo-Ukrainian 
war has demonstrated both benefits and limitations of public intelligence disclosures. 
While the United States and the United Kingdom employed intelligence to warn of the 
impending invasion, scepticism persisted among allies, such as Germany and France, due 
to past intelligence failures (Jonsson, 2024; Michaels, 2024). Intelligence agencies, partic-
ularly those in Europe, faced challenges in maintaining their credibility and influence in 
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domestic and international affairs due to past instances of politicisation (Gustafson et al., 
2024; Huminski, 2023). This underscores the importance of maintaining the integrity 
and independence of intelligence agencies in order to uphold credibility and sustain pub-
lic trust (Collins, 2019; Duffield, 2023). 

The 2003 Iraq War remains a defining example of intelligence used for political ends. 
In their pursuit of regime change in Iraq, the Bush administration and the British gov-
ernment presented intelligence on weapons of mass destruction (WMDs) as a justifica-
tion for military intervention. US Secretary of State Colin Powell’s presentation to the 
United Nations Security Council was critical in securing international support for the 
invasion (Gustafson et al., 2024; Zarefsky, 2007). However, the subsequent failure to 
locate WMDs in Iraq exposed significant flaws in the intelligence assessments and led to 
widespread criticism of the intelligence community’s role in legitimising military action 
(Collins, 2019). The intelligence failure in Iraq, widely regarded as one of the most conse-
quential in modern history, severely damaged the credibility of the US intelligence appa-
ratus, fuelling scepticism about intelligence disclosures in future conflicts (Kessler, 2019). 
This breach of trust had long-term implications: it weakened international confidence 
in US intelligence assessments and fostered resistance to subsequent intelligence-based 
diplomatic efforts (Borger, 2021; Huminski, 2023). Furthermore, adversaries, such as 
Russia, have exploited intelligence failures, like those in Iraq, to discredit Western intelli-
gence claims, adding another layer of complexity to the use of intelligence as a policy tool 
(Jonsson, 2024; Shaaban Abdalla et al., 2022).

The Iraq case offers a compelling example of orchestrated public intelligence. According to 
Hastedt (2005), the Bush administration launched a sustained campaign to build public 
and international support for the 2003 Iraq War, using intelligence selectively to jus-
tify pre-emptive military action. Senior officials—including President George W. Bush, 
Vice President Dick Cheney, and Secretary of State Colin Powell—publicly cited intelli-
gence assessments that were often disputed or later discredited, such as claims regarding 
aluminium tubes and WMD procurement from Africa. The White House Iraq Group 
(WHIG) coordinated talking points and media appearances to saturate the narrative with 
intelligence-based justifications. This case exemplifies what Hastedt (2005) describes as 
“orchestrated intelligence,” where disclosures are sustained, strategic, and largely uncon-
tested during dissemination. The result was a reshaped policy debate that marginalised 
dissenting intelligence voices and significantly damaged the long-term credibility of US 
intelligence institutions (Hastedt, 2005).

The repercussions of the Iraq intelligence debacle resurfaced nearly two decades later 
during the Ukraine crisis. Despite high-confidence warnings from the US and UK intel-
ligence regarding Russia’s impending invasion, scepticism persisted among key European 
allies, particularly France and Germany, due to the lingering credibility deficit from Iraq 
(Dylan and Maguire, 2022). Intelligence-sharing hesitancy among these nations reflected 
a broader reluctance to embrace intelligence-based pre-emptive strategies fully (Jonsson, 
2024). The delayed recognition of the accuracy of the intelligence reinforces the enduring 
consequences of past intelligence failures and highlights the complex interplay between 
historical credibility, intelligence trustworthiness, and geopolitical decision-making 
(Duffield, 2023; Shaaban Abdalla et al., 2022). Additionally, Swedish intelligence services 
faced scrutiny for initially underestimating the likelihood of a full-scale Russian invasion, 
further demonstrating the challenges of accurately interpreting and acting on intelligence 
assessments in real-time (Jonsson, 2024).

The cases of Iraq (2003) and Ukraine (2022) illustrate how intelligence can be leveraged 
by policymakers to shape domestic and international opinions, influence political stances, 
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and justify strategic decisions (Davies, 2024). These instances demonstrate the broader 
trend of states using intelligence disclosures to assert influence, shape narratives, and 
manipulate geopolitical alignments (Duffield, 2023; Dylan and Maguire, 2022). During 
the Iraq War, the Bush administration aggressively sought support from allies, pressuring 
countries, such as France and Canada, to align with US policy objectives. Intelligence 
assessments were used to strengthen coalition-building efforts, reinforcing the notion that 
intelligence serves as a tool for diplomatic persuasion (Barnes, 2020). Conversely, intelli-
gence has also been utilised as a bargaining instrument, exemplified by the Trump admin-
istration’s pressure on European allies to exclude Huawei from their 5G networks; the 
pressure came in the form of a threat to curtail intelligence-sharing agreements (Dylan, 
2022; Sutherland, 2020). This illustrates how intelligence disclosure is often wielded as 
a geopolitical lever to shape security policies and strategic alliances. While the use of 
public intelligence can be effective, experts caution against its indiscriminate application 
(Shaaban Abdalla et al., 2022). The declassification of intelligence should not be reduced 
to a deterrence mechanism alone, as it carries inherent risks, including the possibility 
of misinformation, political manipulation, and unintended diplomatic fallout (Duffield, 
2023; Jonsson, 2024). 

The Israel–Hamas conflict in 2023–2024 presents a third and more cautious model of 
public intelligence. While Israeli intelligence had robust surveillance on Hamas, most 
disclosures remained classified or selectively communicated through official statements, 
rather than systematic declassification. Israel opted not to engage in real-time public intel-
ligence releases, possibly due to the asymmetric nature of the conflict and operational sen-
sitivities. Unlike Ukraine, where intelligence disclosures aimed to mobilise international 
opinion, Israel’s approach emphasised internal cohesion and strategic ambiguity. This 
variation demonstrates that intelligence transparency is not a universally applied doctrine 
but one shaped by the nature of the adversary, the structure of the conflict, and domestic 
political considerations (Duffield, 2023; Holmgren, 2024).

Public intelligence should be employed selectively, with careful consideration of the reli-
ability of the information, the potential strategic benefits, and the broader geopolitical 
implications (Huminski, 2023). Policymakers must exercise discretion in determining 
what intelligence should be made public, as disseminating inaccurate information can 
significantly damage a state’s reputation and erode long-established trust (Gustafson et al., 
2024). As critical elements of statecraft, intelligence institutions play a crucial role in 
shaping perceptions and guiding decision-making. The Iraq case underscores the dan-
gers of releasing flawed intelligence, while the Ukraine case demonstrates the potential 
for restoring credibility through accurate forecasting and strategic transparency (Duffield, 
2023; Gustafson et al., 2024). Furthermore, Swedish intelligence failures in assessing 
Russian intentions further reinforce the need for rigorous analytical scrutiny and careful 
management of intelligence disclosures (Jonsson, 2024).

The Ukraine War raises the question of whether public intelligence will become a standard 
model for deterring aggression, countering misinformation, and shaping global narratives 
(Schwartz and Sevastopulo, 2022). Some scholars argue that the proliferation of digital 
communication and technological revolution will accelerate the adoption of intelligence 
diplomacy, as states increasingly rely on rapid information dissemination to influence 
audiences (Duffield, 2023). Rolf Mowatt-Larssen, a former CIA operations officer, charac-
terises the Western intelligence approach in Ukraine as a “new paradigm for intelligence,” 
predicting that intelligence-led strategic communication will expand in future geopolitical 
conflicts. However, the long-term sustainability and effectiveness of this approach remain 
contested within international relations discourse (Gustafson et al., 2024; Schwartz and 
Sevastopulo, 2022).
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The Iraq, Ukraine, and Israel cases illustrate three distinct models of public intelligence 
practice. In Iraq, intelligence was orchestrated and politicised—deployed systematically 
by top US officials to justify military intervention, often in ways that ignored or misrep-
resented dissent within the intelligence community (Hastedt, 2005). The Ukraine case 
represents a strategic and real-time approach, using intelligence transparently and rap-
idly to influence adversary behaviour and build international consensus. Israel’s approach, 
by contrast, was selective and cautious, reflecting operational concerns and asymmetric 
conflict dynamics. These cases show that intelligence disclosure is not a one-size-fits-all 
strategy but, rather, a flexible tool shaped by context, leadership, and intended audience.

Conclusions

The findings of this paper underscore that intelligence dissemination, previously con-
fined to classified circles, has evolved into a public-facing tool of strategic statecraft. 

The Ukraine War departed from conventional intelligence practices, as the United States 
and the United Kingdom leveraged real-time declassification to counter Russian disin-
formation, pressure allies into unified action, and influence global public opinion. This 
shift represents a significant development in intelligence studies, raising opportunities and 
challenges for future conflicts. 

A crucial finding is that public intelligence disclosures effectively neutralised Russian misin-
formation and shaped global diplomatic responses. According to the Royal United Services 
Institute’s study on the “Ukraine model,” the rapid release of intelligence updates played 
a vital role in disrupting Russia’s ability to control the narrative surrounding the invasion 
(Duffield, 2023). Unlike past conflicts, where intelligence primarily informed policymakers, 
the Ukraine War demonstrated that real-time intelligence-sharing could shape battlefield 
perceptions, prevent adversarial propaganda from gaining traction, and reinforce Western 
diplomatic cohesion (Jonsson, 2024). However, this model has limitations, as the deterrence 
effect of intelligence disclosures did not prevent Russia’s full-scale invasion, suggesting that 
intelligence transparency alone cannot dissuade committed aggressors (Holmgren, 2024).

Another key finding is that intelligence disclosure is a double-edged sword when employed 
as a diplomatic strategy. While it succeeded in rallying Western allies, particularly after 
initial scepticism from Germany and France, it also revealed deep-seated trust issues stem-
ming from past intelligence failures, notably the 2003 Iraq War (Dylan and Maguire, 
2022). The reluctance of some European allies to accept US intelligence assessments before 
the invasion highlights the long-term impact of intelligence credibility on alliance cohe-
sion. This underscores that while intelligence disclosures can be a powerful diplomatic 
tool, their effectiveness depends on the historical trustworthiness of the disclosing state 
and the geopolitical context in which they are deployed (Shaaban Abdalla et al., 2022).

Case Model Characteristics

Iraq Orchestrated and 
politicised

Intelligence used systematically to justify war; driven by top-level 
political agendas; dissent within agencies sidelined.

Ukraine Strategic and 
real-time

Intelligence declassified in near real-time; aimed at deterring 
aggression, aligning allies, and countering disinformation.

Israel Selective and 
cautious

Minimal public disclosure; intelligence retained for internal use 
due to operational sensitivity and the asymmetry of the conflict.

Table 1. Models of public intelligence disclosure. 
Source: Author’s own elaboration, 2025.



A. Marleku
2/2025 vol. 50 
http://doi.org/10.35467/sdq/205566

From a broader perspective, these findings suggest that public intelligence is not a uni-
versally applicable strategy but, rather, a context-dependent tool. The Israel–Hamas war 
demonstrated that the “Ukraine model” is not a one-size-fits-all approach. The United 
Kingdom’s reluctance to employ real-time intelligence disclosures in that conflict illus-
trates that intelligence transparency is most effective in symmetrical warfare scenarios, 
where disinformation can be countered with authoritative evidence (Duffield, 2023). In 
contrast, conflicts characterised by insurgency and asymmetrical tactics, such as those 
involving Hamas, pose greater challenges to intelligence-based deterrence.

The implications of these findings for intelligence studies and international relations 
are profound. The Ukraine case suggests that intelligence has transitioned from a covert 
statecraft instrument to an overt strategic influence tool. This transformation calls for 
the re-evaluation of traditional intelligence paradigms, particularly in an era where open-
source intelligence (OSINT) and AI-driven analytics reshape how information is collected 
and disseminated (Janssen, 2012). Moreover, the ethical and strategic risks of intelligence 
disclosures—such as the potential for adversaries to adapt their countermeasures—remain 
the areas of concern for policymakers (Huminski, 2023).

The comparative analysis of Iraq, Ukraine, and Israel demonstrates that public intelligence 
strategies differ significantly across conflicts. While the Iraq case revealed the dangers of 
orchestrated and politicised intelligence, Ukraine highlighted the potential of real-time 
disclosures for narrative control and alliance cohesion. Israel’s more cautious approach, 
shaped by operational sensitivity, underscores that intelligence transparency must be 
adapted to the context of conflict. These distinctions illustrate that public intelligence is 
not a standardised model but a strategic tool contingent on geopolitical circumstances, 
leadership styles, and institutional credibility.

The public intelligence model deployed in the Russo-Ukrainian war represents both inno-
vative strategy and cautionary precedent. While it successfully countered Russian disinfor-
mation and reinforced Western unity, its failure to deter aggression raises critical questions 
about its broader applicability. The credibility of intelligence disclosures, the geopoliti-
cal environment, and the nature of the adversary play decisive roles in determining the 
effectiveness of this approach. Future research should explore whether intelligence trans-
parency will become a standard feature of modern conflict or whether the Ukraine case 
remains an exceptional instance shaped by unique geopolitical conditions. As intelligence 
agencies refine their methodologies, balancing secrecy and transparency will be a defining 
challenge in the evolving landscape of intelligence and international security.
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